Graphing M365: Lab Five

# Objective

In this lab, we look for bad configurations and weakly defended paths of execution. Use the different views within Neo4j to query and compare different nodes and edges.

# Hunt

## Configuration

1. Identify one user who does not meet general security requirements.
2. Identify one conditional access policy that is not applying any controls.
3. Identify one group that seems to have too many permissions.

## Exploitable Paths

1. Identify which application(s) are not protected by Conditional Access Policies.
2. Identify a user who has administrative access without proper authentication controls.